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Camera Settings

Cam Finder
Execute the Cam Finder IP Cam Scan Utility from the supplied CD.

Click Run to set up camera immediately.
Download the Cam Finder.exe.

Find the camera (Search)
Search for the product from your LAN.
The default IP setting 192.168.0.20 appears on the screen.

Note: If this software cannot run
successfully, check that it is not
blocked by an anti-virus software
or firewall.

Change the Internet Explorer settings
Make sure that Level Il, the commonly used default security level, is set for
the security.
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Chapther

Where no switch hub is available, you can search and set up the camera using the
network peering approach.

However, you may need a jumper and need to change the LAN configuration on your
PC for this purpose. It is recommended to request a qualified engineer for the connection
or execute the network peering referring to the user's manual .




Ready to Use

Chapther

Access to the IP Camera

Using Web Browser
Enter the new IP address and key in the username and password.

Enter the IP address that you had set.

CMOSIP Camera

User name; [ -] User name : root
Bassword: Password : root

e

Install Internet Explorer ActiveX Controller
After the username and password are confirmed, a control setup screen
pops up under the address bar.

s @i s 0210

9 it e e kg P e A e o Pt
Ty o Ok ey

8%

View of Main Page
When ActiveX Control is installed successfully, you can see the camera
image and interface on your screen.
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1. 3Svision Logo 6. Streaming 11. Alert Message

2. Language 7. Color 12. Shortcuts

3. Video Format 8. Mode 13. Shortcut Bar

4. View Size 9. Alert

5. Product Name 10. PTZ Control (itis only available for the model which supports PTZ function.)




Live View

The camera utility enables you to change language and video settings.
3Svision Logo
o —

s Onvir_Bs

Language Video Format View Size Color
Language Video Format View Size Brightness

English %

H264 (Sub Stream)
Motion JPEG

Streaming  The following tables show the difference between
UDP, TCP and HTTP.

Streal g
Protocol Differences
Tunneling Pocket Loss Speed
HTTP Easy Fair Fair
TCP Fair Lower Fast
UDP Hard Lowest Fastest

spanse

NOTE : User interface will be customized by the exactly product you purchased.




Alert
The alert flash will be changed from green to red in order to warning users
immediately when any event is triggered.

The alert flash will keep in red till you disable it. Click the alert flash again to
disable it.

The alert message will display the information at the same time.
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The function of Alert needs to match and use with Event Setting, please confirmed the
Event Device and Setting before you start this function.

Alert Message

Alert Message

Motion_20120217_144530.38
Motion_20120217_144530.38

Hotlon 3013031744531 35 Alert Message Text
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rsable Alert Snapshot
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[ Alert Snapshot
Clear

PTZ Control Panel

PTZ Control Panel
e / l -

Off

Preset

Tour

Pan

Camera Direction Control the Pan/Tilt function

Speed Adjust the Pan/Tilt movement speed
Zoom Control the Zoom IN/OUT function
Focus Use the manual Focus function
Aux Control the external device

Preset Set up/Enable the Preset

Tour Set up/Enable the Tour

Pan Start/Stop the Pan

NOTE : The function of PTZ is only applicable for the model which supports it.




Shortcuts
Click the right-button of your mouse in Live View mode to display the
Shortcuts List.
Choose the option directly depend on different system requirements.
+ZOOM IN
" Zoomout
——— Original Size
emzeom pesten ————— Record Current Zoom Position

risaen —— Full Screen
sertime. ————————— litter Time
feed  ————————Record
inuz Snapshot
s T V/ersion
Zoom In The navigation screen indicates the part of the image being
magnified.
Zoom Out 8 Levels of zoom infout are supported.
Original Size No matter what the multiple of digital zoom is, you can reset

the image size.
Record Current Zoom Position ~ The image will be the same position after refresh the screen.

Full Screen Change the screen to full screen mode and release it by click
the button again. You can also release it by click the “ESC”
button on the keyboard.

Jitter Time Set up the buffer time to make audio sync which can help the
video and audio smoother.

Record Start to record the image and the file will saved at the default
path.

Stop the recording by click the button again.
Snapshot Snapshot the image and the file will save at the default path.
Version The ActiveX Control version will show on the bottom.

Shortcut Bar
Enable/Disable the application function from Shortcut Bar.

Record
Snapshoot Buzzer
Path Microphone
® ‘o @t
I —— Shortcut Bar Message
Record Record the streaming image and the file will save at the default path.
Snapshoot Snapshot the Live View image and the file will save at the default path.
Path Change the saving folder path.
Due to the path setting will saved the modification into ActiveX Control and
the *.ini file.
No matter what the type of the IP Camera is changing, the path will
follow the same folder to save it.
Buzzer Enable/Disable one-way audio.
It can receive the voice of the microphone from the Network Camera.
Microphone Enable/Disable one-way audio.

Transmit the voice into the Network Camera by using the PC’s microphone.
Enable the Microphone and Buzzer at the same time to achieve the
two-way audio application if you like it.

Shortcut Bar Message  Display the information of record or Snapshot in the Shortcut Bar Message.




Setting User

Preferences

LN

Feagei System Setting
By=teos System Info
System Device Name
oL MAC Address
1P Address
D Network Mask
Budio Gateway
prz Model
user Hardware Version

Firmware Version

Network
Firmware Build Time
Date / Time
el o
Application Setting 5.5 1.2 5o
Event Setting 2012 Aug 29
Recording List AOTE Rty S

Motion Detection
Obiect Missine
Tamper Detection
2
Privacy Mask et

Aug
Firmware Uparade 2012 2ug
2012 Aug

Eactory Default | 5012 aug
Reboot

NETWORK CAMERA Live View| Setting

NETWORK cAvERA s
Erorre

Aug 14 2012 14:53:56
1

: System boot up.
: Streamer listening on port 554

: RTP port range is 50000-59999

: [192.168.20.91] authorization failed to start streaming

.127] root starts live view
.91] authorization failed to start streaming
.91] root starts live view
.91] root starts live view
.91] root starcs live view

The Setting menu let you change the following settings:

Basic Setting

Application Setting

System
Video/Image
Audio

PTZ

User

Network
Date/Time

IP Filtering
Storage

Event Setting
Recording List
IVA Detection
Motion Detection
Object Missing/Tamper Detection
Privacy Mask
Firmware Upgrade
Factory Default
Reboot

NOTE : After each setting, click Save to save and apply them.

Chapther




Basic Setting

System
System Setting
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NETWORK CAMERA L View] Sotting

— Device Name
Network information
—L— Model

—3— Firmware information
—— Current Viewers

Device Name Give the name of your camera here. Complete the setting by Click Set.
MAC Address Network information

IP Address

Network Mask

Gateway

Model Display the product model name.

Hardware Version Firmware information.

Firmware Version
Firmware Build time

Current Viewers

System Log

The number of viewers who are currently accessing the video stream.

System Log
SystemLog
hax Siz=
crial Lo
Wamina oo
Information Loa
Servce
Syslogd sevice
Syslogd server
Sysioq port

NETWORK CAMERA

= System Log

iy .
Disar —1— System Service

[Enie=)]

System Log
Max Size
Critical Log
Warning Log
Information Log
Syslog Service
Syslogd Service
Server
Port

Set the Number allowed for the log file, 100000 is the default.
Click Display to show the most important log file.

Click Display to show the warning log file.

Click Display to show the information log file.

Click Start to send the log file to server.
Fill in the IP address that the Syslogd Service is.
Set the port number.




Video / Image

Video
83 NETWORK CANERA FES—
sesicseting | Video /Image Setting
m—— ideo: - Video Setting
Video / image | SemsorMode () QSXGA Mode (2560x1520) ® FulkD Mod (192061050)
[P — —— H264
e e cuy -
S -+—— H264(Sub)
D — Motion JPG
[ESl=]
Video Setting Set the mode of the sensor.
H264 Set the resolution, frame rate(FPS) and quality of the image and the GOP
of the frames.
H264 (Sub) Set the resolution, frame rate(FPS) and quality of the image and the GOP
of the frames.
Motion JPG Set the resolution, frame rate(FPS) and quality of the image and the GOP
of the frames.

ROI (Region of interest)

— AREA 1

— AREA 2

— AREA 3

— AREA 4

Multi-streaming with H.264 and M-JPEG compression with 4 ROI (Region of interest) allows high
quality / high resolution recording and low bandwidth live view at the same time.

Arealto4 Set the Frame rate(FPS) and quality of the image and the GOP
of the frames.

NOTE : This function is available only for 5Megapixel. |




Rotation / OSD

&3 NETWORK CAMERA [———
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Rotate
‘Satem Rotse — Rotate

Video / Image. ket
Overlay Setting

Comera Poston
Queriay Satting

sl Diply ode Eloate Cltime: rext

Rototion /05p | Forearaund Color e (]

Backoround Color BN |

Diply Tet o

Datetine Positon xs  @mave (s

Text poston X0 erans @56
s NohaBlndng 5

etmrk (smv) )

Reboat

Rotate Set the Camera Position.
Overlay Setting Set the Language, Display mode, Foreground color, Background color,
Display text, Date/time position, Text position and Alpha Blending of the

overlay.
Sensor

&% — -

seicsaiog  Sensor Setting - e DayNight Setting

AE Setting

SN R— p—

i SensgrSetting PIR & LED Setting

hode. [N

[—
re——
Reboot

DayNight Setting Set the mode for the Day and Night and the time for swithing delay.
You can also select Day/Night ambiguity suppression in Auto mode.
PIR & LED Setting  Set the mode for the Day and Night from Auto and Manual.
You can also select off or on in Manaul mode.
AE Setting Click Enable to set the backlight for the image and set the
Slow Shutter, AGC and Flicker Control.

NOTE : PIR & LED is only applicable for the model which supports it.




Audio

Device Audio Setting

QHS NETWORK CAMERA Uiveview] Setting

NETWORK CAMERA Live view] Setting

PTZ Configuration
PTZ Camera PortSetting

Camerabriver 1 pakab v Address: 0
Camerariver 2 pkod v Adress : 0

e z‘;ﬁlce Audio Sefting — . L Audio
fudoln — =T— Audio In
o =—— Audio Out
Audio Set the Audio mode for the camera.
Audio In Select the type of Codec and Gain for audio encryption.
Audio Out Select the type of Codec and Gain for audio encryption.
Code Compression Bitrates (Kbit/s) Note
G711a 64 PCM (For Ameerican System)
G711u 64 PCM (For European System)
G726/32K 32 ADPCM
AMR 4.75
PTZ
PTZ Configuration

==—— PTZ Camera Port Setting
— PTZ Driver Manager

[ — 1 PTZ Driver Upload

— Serial Port Setting

PTZ Camera Port Setting

PTZ Driver Manager
PTZ Driver Upload

Serial Port Setting

It supports the PTZ control of those analog PTZ cameras use the
drivers of Pelco-D and Pelco-P. Refer to the user manual of your
PTZ cameras, and you will know which driver to select. Moreover,
select the serial number (address) of the targeted PTZ camera for
controlled setting. If the selection is none, please upload the PTZ
driver first.

In the Camera Driver column, list all the drivers that are installed in
the video server. Select Delete to eliminate any selected driver.
Upload the PTZ drivers from www.3Svision.com for more
camera drivers which are supported.

Set the serial port for the network camera.




User

User Setting
8% T
Basicseting  User Setting .
Sustem User List
Mideo s
il e User Setting
' Snomous ogn Enable ® Diatie
BT o ol st veves 10
e
User List
Add Add a new user and to define a different privilege.
Update Change the privilege or password of a user.
User name changed is not allowed.
Delete Delete an exist user.
User Setting

Anonymous login  Click Enable to allow anyone user to login. For the special demand, login
to the browse without username and password is allowed. The selection
of Disable is recommended for the security.

Maximum number Depending on the bandwidth and requirements, a limit up to 20 viewers

of simultaneous ~ who are allowed to view the camera simultaneously can be defined.

viewers

Anonymous Click Enable to allow anyone user can control the PTZ.
PTZ control
NOTE : The default user name and password have been set as “root”. The root user cannot be deleted
but can be changed. For the safety consideration, it is recommended to change the root's password
when the first time login. You can press the reset bottom to reset to factory default.
The privileges of the administrator, operator, and viewer are listed as below:
Live View
Live View [ [ v [ v [ Vv
Setting
Basic Setting
System v v
Video / Image v v
Audio Vv Vv
PTZ v v
User ook
Network v
Date / Time Vv
IP Filtering v
Storage v
Application Setting
Event v
Recording List v v
Motion Detection v v
Object Missing/ v v
Tamper Detection
Privacy Mask v v
Firmware Upgrade root
Factory Default v
Reboot Vv




Netwrok

Network Setting

83

VAC Adcress

BusicSelting | Network Setting
Sue s

NETWORK CAMERA

=—— IP Assignment

on @0

[SaveliResst)

IP Assignment
DHCP

Other settings

DHCP (Dynamic Host Configuration Protocol) is a protocol that enables
automatic assignment of TCP/IP information to the client. Each DHCP client
connects to the DHCP server to access its network setting information,
including IP address, gateway, and DNS server.

The IP address of the camera is 192.168.0.20 by default when DHCP is "OFF".
When you select "DHCP ON" and access the DHCP network environment,
the camera will automatically send a DHCP packet to request an IP address.
This IP address is assigned automatically from the DHCP server on the
network.

No additional settings are required for this page unless you need to change
the network configuration. The DHCP status of the camera is "OFF" by default.

For IP address, Subnet mask, Default gateway, DNS 1, and DNS 2, the DHCP

server will assign these values automatically when DHCP is in "ON" status;
otherwise, you need to key in the values manually.

NOTE : The system will be set the Link-Local Address by automatically when there is no any
IP address is assigned from the DHCP server.




Services Setting

It can become the small FTP server to download the AV or JPEG file from SAMBA or SD Card.
The default status is enabling the function. Due to the function only provide the SAMBA and SD
Card applications, not release to all FTP setting for user.

NETWORK CAMERA Live View] Setting

Services Setting X
FP servioe =+— FTP Service
Pasaword [E—

Contim paseword

The default account and password is ftp, and you can only modify the password by yourself.




Streaming Setting

83

Basic Setting
s
Video / Image

rade

NETWORK CAMERA

Streaming Sett ’
e— =+ Streaming

™ e —
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Streaming
HTTP

RTSP

RTP

Port 80 can pass through most firewalls. Video streams are transmitted
through HTTP Port (80 by default) to ensure passage through firewalls.
Port 554 uses a fixed port (i.e. TCP) or can be defined by users to ensure
reliable data transmission.

Video streams are transmitted through RTSP Port (554 by default) to avoid
video fragment or mosaics due to poor transmission quality.

Port 50000 to 60000 are UDP ports and can be defined by users.

They provide the fastest but also most unreliable transmission service.
Video streams are transmitted through UDP Port (50000~60000 by default)
to ensure the fastest image transmission. However, video fragment or mosaics
may occur due to poor transmission quality.

NOTE : HTTP and Factory Default are recommended.




PPPOE Setting

IP Camera PPPOE
NETWORK CAMERA Live View| Setting
B ~1— PPPoE
g ——
oo Sl =—— PPPOE Information
ey
PPPoE
Dial You can select whether or not to dial when you boot the Camera.
Username Enter the username provided by your ISP.
Password Enter the password.
PPPOE Information
IP Address The IP address is acquired when the dialing has been executed successfully.
Subnet Mask  The subnet mask information is acquired when the dialing has been executed
successfully.
Default Gateway The gateway information is acquired when the dialing has been executed
successfully.
DNS The ISP domain name is acquired when the dialing has been executed

successfully.




DDNS Setting

% S——— R
sedcsation [ DDNS Setting - DDNS
e enable ® Disale
oo Server ® dyndns.org ©3322.0r5 O oroy.nat
Usemame
Pasword
Domai ame —
DDNS
Active Enables/disables DDNS.

DDNS Server  Currently we only support http:/dyndns.org.
This is a free domain name server provided by DynDNS. You may log on this
website for relevant information and apply for free domain names.

Username ‘Your account for the domain name you applied for.
Password Your password for the domain name you applied for
Domain Name The domain name you applied for.
UPnP Setting
NETWORK CAMERA LiveVisw Serting
b = UPnP Service
[ ErworK e
— o == UPnP Traversal
ot fange e o
oty ot Reaa
=3
UPnP Device
Active Yes (enable) / No (disable)
Device Name  The name of the UPnP device.
UPnP Traversal
Active Yes (enable) / No (disable)
Port Range The range of the usable ports, from 32768 to 65535 as default.
Link URL After the network camera penetrates the firewall successfully, the actual external

IP address and port will be shown.
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SMTP Setting

83 NETWORK cAMERA st
Basic Seting SMTP Setting — SMTP Setting
— S arvr Crisionn
surbFrom
S raenaton © e # sle
S pasord
ol adase (E=]
(= =

Py

Stozane
Applcation Stting

SMTP server The SMTP server IP address.
SMTP From The email of the sender, i.e. xxx@xxx.com
SMTP Authentication  Enables/disables
User name The user name is from SMTP server.
Password The password is from SMTP server.
SAMBA Setting
83 NETWORK CaMERA R
Basic seting Samba Setting — SAMBA Setting
Samoa
= © Enable ® Dissbe
Samea Arsiaton Enable® Deae
:::v Na:v: ]
van(esofiden i
e Recor S e Db
Remining A Capacy e
i s e S o
)
Active Enable/Disable
Samba Authentication Enable/Disable
Username The username
Password The password
Path To specify the IP address of the computer that you want to share

Recycle Record
Remaining SAMBA Capacity

with and the file name, i.e. 192.168.0.X/xxx

Enable for the last record file to mantle the first record file.

The remaining capacity can be record.

Shared Folder Size (MB) The total capacity of the folder. Always remember to set the size

of the folder to avoid exhaustion of disk capacity.




Notification Setting

Network

Notiication

NETWORK CAMERA

Notification of IP address Change

Live view] Setting

==-— SMTP Notification

Enable ® Disable

== FTP Notification

O enable ® pisable

== HTTP Notification

Enable ® icable

=

S (Reset]

SMTP Notification

SMTP Notification

SMTP SendTo

SMTP Subject
FTP Notification

FTP Server

FTP Port

FTP Upload path

FTP Login name

FTP Login Password
HTTP Notification

Server

Port

Parameter

Notification via SMTP mail server
The recipient, i.e. xxx@xxx.com
Mail subject

FTP Server name.

FTP port. The default setting is 21 (recommended).
The path to upload files.

The name to log in the FTP.

The password to log in the FTP.

The address of the server, i.e. http://.

The port to access HTTP. The default setting is 80 (recommended).
The setting of the parameters, refer to the installation setting of your
HTTP server.

NOTE : Refer to the installation setting of your HTTP server for the setting of the parameters
(Such as Username, Password, and Proxy).
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Multicast Setting

Qas NETWORK CAMERA PR——

Dasic seting Multicast Setting )
Sesta A =—— H264 (Main Stream)
wso/tnsan | Erable
= Video Pt e
& Ve s

At Address T

Auto Pt 1 st

Augo s =

264 (5ub Sream) =-—— H264 (Sub Stream)
o on @ on

video Pt 1

Vo .

hudi addess

=-— Motion JPEG
Sonson

£actory Defautt SR A 4143 " earea~zamasas
Event port £ P
== Event L s 9
) (R

This function allows multiple people to watch video streaming without limited in the number of
users, but is only applicable to the LAN environment. Video streaming format (H.264) is
depended on the selected image format setting in Basic Setting — Video/lmage — Video Format.

Date / Time
‘Basic setting Date / Time Setting
o ez e sttt =7 Server Time
| e— = PCTime
= Timesesing = =—+— Time Setting
Network NTP Server 1 g
Date/Tme | NPSaver2
P servera
Time zone eursoae et E
DavigntSavnaTme  CoEnable ® Dsable © Auto
OGO = =-+— Daylight Saving Time
St rom: 3
End ime
swic rom: o o
(Seve] (t]
Server Time The date and time of the server.
PC Time The date and time of your PC.
Time Setting Date and time setting.

Daylight Saving Time ~ Set the Daylight saving time.

NOTE : The default NTP servers as below:
NTP Server 1: 198.123.30.132
NTP Server 2: 192.43.244.18
NTP Server 3: 133.100.9.2

23




IP Filtering

Busicsetiog |P Filtering Setting o "
i warng © Evane® buse ==1— IP Filtering Seting
oy
Fitered 10 sddress = Filtering IP Address
Ranove | (iamoreal
s
General
IP Filtering Enable/disable
Policy Allow/deny
Filter IP Address (Overview of the setting for IPs)
Add Enter the IP address that you allowed or denied it.
Remove Remove the IP address existed.
Remove All Remove all of the IP address existed.

NOTE : 1. Actions that may cause a limited connection are to be denied.
2. Improper use of this function may cause disconnection from Internet.
You might need to use hardware reset to reset to the factory default.
Please refer to the “Factory Default” for details.

Storage

Itis used to identify and monitor the status of the SD card. It shows the size of the SD card and
how much free space is available for storage. It is also used to format SD cards for local storage.

NETWORK CAMERA .

| setting

Storage Device
B

— D

Name. Unavaiable
s

AvatableSize e

Recyle Record Enable & Disable
Remaining 50 Capacty  [£

Shared Folder 70

o%
Used Space OMB Fres Spaces: 0MB

(5o )

Follow the instructions to add events on SD card:
Application Setting— Event Setting— Add Event— Upload video/image to server— SD Card

;ﬁ [RE—

NOTE : No SD/SDHC Card Slot & Local Storage Function apply for Argentina.

24




Application Setting

Event Setting
Event Server

83 NETworRK cAERA ——
Basicsetton | Event Server Setting
: T Event Server List
Date Time
Aoscatn et
Event sering
N o i i s
Event Server Setup
709 Sevar
P me |
etk Addess
" o cmen
Upoad P
Pon o
Passie r
o [canca
Event Server Setup Event Server Setup
TP Sanor 0P Sener
[rewszpseners MName. [Newvdpservers
O E— O E—
pot C— Por | —
Loon —— o] _cmen
s
Py P
PronyLogn —
Py Passvort —
o [
Event Server List
dd FTP Enter the information of the FTP server you specified.
Add HTTP Enter the information of the HTTP server you specified.
Add TCP Enter the information of the TCP server you specified.
Add UDP Enter the information of the UDP server you specified.
Modify Modifies the setting value
Delete Removes the setting value
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Trigger Setting

Whenever the camera detected abnormal events during the scheduled time, it will respond by

active trigger automatically.

There are 2 types for the trigger response : Alarm messages sending and emailing.
Recorded the image to the specify server.

Once you had completed this setting, you may requested to test by manually in this section to

ensure all of the functions are working properly.

»: hﬁ—— —————— — | Mail

. ~ e

____ —’Q\/ Server

NOTE : Before you install the hardware for alarm I/O, please set up the Trigger Setting at first.
(Setting > Application Setting > Event > Trigger)

Qas NETWORK CAMERA v Vi Settig

Basic Setting Trigger Setting . .
& Thoge lam ik et = Trigger Alarm Input Setting

Alarm ot  Normal Open © Normal Ground

st i) =7 Trigger Alarm output
o s =+ Trigger mail
Subject
- =-— Trigger FTP
Staras T T S = =+ Trigger HTTP Server
“:2::::;“ Custom parameters
: . &= .
Trioger TCP erver - =1 Trigger TCP Server
Wessage
)

Path

Tringer SAMEA =1— Trigger SAMBA

Alarm Input Setting Set the alarm input type.

Alarm output Setting Click Trigger to start the alarm and click Clear to stop the alarm.
(Please make sure before you click Clear for close the alarm testing
when the trigger testing is done).

Trigger mail After you enter the email address and subject in the field,

click the Set to test the mail sending completely.
Trigger FTP Click the Set to upload AVI files to FTP server to test completely.
HTTP Server After you enter the message in the Message field, click the Set to

upload the message to HTTP server to test completely.
You can make custom parameters settings completely through
Application Setting > Event > Event Server.

TCP Server After you enter the message in the Message field, click the Set to
upload the message to TCP server to test completely.
Trigger SAMBA After you enter the Path in the field and click the Set to share the folder

from your PC.
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Add Event
‘33 NETWORK CAMERA e v Setting

Basicsetag | Event Setin
Svstem o —

- T Event List
i T ——y

— Event Setting

— Schedule Setting

Sl b 1 il T 5
et

] e

NOTE : 1. It can provide up to 10 event and schedule settings.
2. The setting pages of Add Event and Add Schedule are the same.
There is only one difference between them is the Add Schedule setting without the
setting for Trigger by.

Recording List

&3 NETWORK cAMERA o st
e Racordiog Maregemert -
e — Search Conditions
it © € plam ©WD 8D O et Loss
SorsgeDevce @
= File format. Sav OPG
e (== . .
et Reeargg st ——— Recording List
Telgsstea,prass T sz
12 itecna
Storsas
Aovlcation Setion
Recorting List
[—
‘et s
B,
Puacask
P————
Factory Detaut

Recording Management
Search Conditions Search the conditions for the videos or images.
Recording List To playback, download or delete the videos and images.
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IVA Detection
& Nerwonk cauea i g

Click the Enable to start IVA Detection after the setting had set.

Cross Line Detection
% [F— pre—

WA Detsction

=3 — p—

NOTE : This function is available only for 5Megapixel.
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Motion Detection

Click the Area to open the setting frame and the setting frame will show on your screen.
You can adjust the frame size by move and drag the edge of the frame on the arrow of your
mouse, after adjusted click the left button of your mouse.

Area

Detect Level

There are 3 frames available for setting: Area 1, Area 2 and Area 3.

Click Area to open the detectable area then click the signal checkbox to
enable the function.

There are 5 levels for you to adjust the area: Lower, Low, Mid, High and Highest.

Object Missing / Tamper Detection

&3

Obect Miasig Tampr Detcton | Sensiive
— Time threshold

— Area

Object Missing / Tamper Detection means that you can set the inside/outside area for detect.
Object Missing / Tamper Detection triggered if any object activity in the area that you have set.
Click the Area to open the setting frame and the setting frame will show on your screen.

You can adjust the frame size by move and drag the edge of the frame on the arrow of your
mouse, after adjusted click the left button of your mouse.

Area

Sensitive

Time threshold

There are 3 frames available for setting: Area 1, Area 2 and Area 3.
Click Area to open the detectable area then click the signal checkbox to
enable the function.

Adjust the Sensitive of the area by entering the degrees in the field of
Sensitive.

The setting range is 0~100. 0 is the least sensitive and 100 is extremely
sensitivie.

Adjust the stay time to detect the object in the area.

The setting range is 0~100 seconds.

29




Privacy Mask

prvacy ok

—— Color

T Area

To ensure the confidential, the Network Camera provides the Privacy Mask for you to mask the

image in the masked zone.
Color

Click the black color to select the color from color-cord table, or input the

color-cord to change the color.

Area

There are 3 frames available for setting: Area 1, Area 2 and Area 3.

Click Area to open the detectable area then click the signal checkbox to

enable the function.

Firmware Upgrade

83

Basc setting
Svstem

NETWORK CAMERA

Firmware Upgrade Setting
Famware Ifo

vdel o caers
Hardwars Varsion w
Femare Version vios st

Femare Buid Tme [CRE e T—
Fimare uparade

e St ) [ Reset

-

Firmuare Upgrade

Reboat

Firmware Information

Firmware upgrade

ke [CESEI 000 ] «EdE-

(e st soegs
Shoyameies
s Suoows

Doy
Wy Decamers
Wy Cngua

Myl Fieneome
s
e

[ |

crvpn

Contact with your dealer for more information about firmware upgrade.
The Network Camera reboots automatically after the firmware has been upgrade completed.

Reconnect to the server after 60 seconds.

WARNING : Please close all of the application that you are using on your PC.
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Factory Default

Rests all paramters

Backup al parameters

S 38 NETWORK CAVERA Lol Seting
T

Factory Default Setting

Resats all parameters, exceptthe 1P parameters s

Restora backup parameters

(Bimee..) (Setme ] (Rezet]

=+— Factory Default
| Backup

[oadun)

Factory Default
Resets all parameters,
except the IP parameters

Resets all parameters

Backup
Back all parameters

Restore backup parameters

To reset the Network Camera to the factory default value and
all of the changes you have set will be invalid except the IP
address and all of the settings which is relation to network
will remain the valid.

(Cable and wireless network setting are included.)

To reset the Network Camera to the factory default value.

Al of the changes will be invalid. (IP address is included)

To backup all of the changes you have set.
Back up the file named param.bin.
To restore the changes that you have set.

| WARNING : Don't change the file name; otherwise, the backup may fail.

Reboot
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